
Privacy Policy 

Version 1.4 November 2023 

Any collecƟon, use, storage, deleƟon, or other use (hereinaŌer "processing") of data serves 
exclusively to provide our services. 

"Personal data" (hereinaŌer also referred to as "data") means all individual informaƟon about 
personal or factual circumstances of a specific or idenƟfiable natural person (so-called "data 
subject"). The following statements on data protecƟon describe what types of personal data are 
processed when you access our website, what happens to this personal data, and how you can object 
to data processing if necessary. 

All arƟcles stated in this privacy noƟce refer to RegulaƟon (EU) No 2016/679 of the European 
Parliament and of the Council. 

IdenƟty and Contact InformaƟon of NTI CAD & Company  

NTI CAD & Company (The Data Controller) 

Vrijheidweg 40  
1521 RR Wormerveer  
The Netherlands 
088 494 6666 

For addiƟonal informaƟon or quesƟons, please contact info@cadcompany.nl 

ProtecƟon of Your Data 

We have taken technical and organizaƟonal measures to ensure that the provisions of the GDPR are 
observed both by us and by external service providers who work for us. If we work with other 
companies to provide our services, this only happens aŌer an extensive selecƟon process. In this 
selecƟon process, each individual service provider is carefully selected for its suitability in connecƟon 
with technical and organizaƟonal skills in data protecƟon. Our website is SSL/TLS encrypted, which 
you can recognize by the "hƩps://" at the beginning of the URL. We only process personal data for as 
long as is necessary. As soon as the purpose of the data processing has been fulfilled, the data will be 
blocked and deleted according to the standards of the local deleƟon concept, provided there are no 
legal provisions to the contrary. 

Data Processing on This Website and CreaƟon of Log Files 

1. DescripƟon and Scope of Data Processing When you visit our website, our web server 
temporarily stores each access in a log file. The following personal data is recorded and 
stored unƟl it is automaƟcally deleted: 

 IP address of the requesƟng computer 

 Device informaƟon 

 Date and Ɵme of access 

 Name and URL of the retrieved file 

 Amount of data transferred 

 Message whether the retrieval was successful 



 IdenƟficaƟon data of the browser and operaƟng system used 

 From where the website is accessed from 

 Name of your Internet access provider 

We use the hosƟng services of the provider TransIP. You can find more informaƟon about our hosƟng 
provider here: hƩps://www.transip.nl/legal-and-security/privacy-policy/. 

2. Legal Basis for Data Processing The processing of this data takes place based on ArƟcle 6 (1) 
(f) GDPR. Our legiƟmate interest is based on making our website accessible to you. 

3. Purpose of Data Processing The data is processed for the purpose of enabling the use of the 
website and serves to ensure system security, technical administraƟon of the network 
infrastructure, and opƟmizaƟon of the internet offer. The IP address is only evaluated in the 
event of aƩacks on our network infrastructure or the network infrastructure of our internet 
provider. 

4. DuraƟon of Data Storage The personal data will be deleted as soon as they are no longer 
required for the above purposes (generally when you close the website). Our hosƟng 
provider may use the anonymized data for staƟsƟcal surveys. 

5. Possibility of Removal by the Data Subject The website can only be displayed if the 
described data is processed. Please object to the further processing of the data to our data 
protecƟon officer or the hosƟng provider. 

DescripƟon and Scope of Data Processing 

Our website uses cookies that are stored on your computer when you use the website. Cookies are 
small text files that are stored on your hard drive, assigned to the browser you are using, and through 
which certain informaƟon flows to us or the body that sets the cookie: 

 Frequency of website visits 

 Which funcƟons of the website are used by you 

 Search terms used 

 Your cookie seƫngs 

Cookies cannot run programs or transmit viruses to your computer. When accessing the website, a 
cookie banner refers to the data protecƟon declaraƟon. 

Note on Data Processing in the USA by Google, LinkedIn, Facebook, YouTube: By clicking on "Agree 
to all," you consent in accordance with ArƟcle 49 (1) (a) in conjuncƟon with ArƟcle 6 (1) (a) GDPR that 
your data will be processed in the USA. 

In the opinion of the ECJ (European Court of JusƟce), the data protecƟon standard in the USA is 
insufficient, and there is a risk that your data will be processed by the US authoriƟes for control and 
monitoring purposes, possibly without legal remedies. If you only agree to the seƫng of essenƟal 
cookies, the transmission will not take place. A given consent can be revoked at any Ɵme. 

1. Legal Basis for Data Processing The legal basis for data processing by cookies, which do not 
only serve the funcƟonality of our website, is ArƟcle 6 (1) (a) GDPR. The legal basis for data 



processing for cookies, which serve solely the funcƟonality of this website, is ArƟcle 6 (1) (a) 
GDPR. 

2. Purpose of Data Processing Our legiƟmate interest arises from ensuring a smooth connecƟon 
establishment, the evaluaƟon of system security and stability. The data processing also takes 
place in order to enable a staƟsƟcal evaluaƟon of the use of the website. 

3. DuraƟon of Data Storage There are two types of cookies. Both are used on this website: 
Transient cookies are automaƟcally deleted when you close the browser. These include, in 
parƟcular, session cookies. These store a so-called session ID, with which various requests 
from your browser can be assigned to the joint session. This allows your computer to be 
recognized when you return to our website. The session cookies are deleted when you log 
out or close the browser. Persistent cookies are automaƟcally deleted aŌer a specified period 
of Ɵme, which may vary depending on the cookie. 

4. Possibility of removal by the data subject You have the possibility to revoke your consent to 
the data processing by cookies that do not only serve the funcƟonality of the website at any 
Ɵme. In addiƟon, we only set cookies aŌer you have consented to the seƫng of cookies 
when you access the site. In this way, you can prevent data processing via cookies on our 
website. You can also delete the cookies in the security seƫngs of your browser at any Ɵme. 

Contact 

1. DescripƟon and scope of data processing 

Via our website it is possible to contact us via e-mail or a contact form. For this purpose, various data 
are required to answer the request (contact details and, if applicable, informaƟon about your 
interests), which are automaƟcally stored for processing. 

2. Legal basis for data processing 

The legal basis used here is ArƟcle 6 (1) (b) GDPR. 

3. Purpose of data processing 

We process your data exclusively to process your contact request. 

4. DuraƟon of data storage 

Your data will be deleted by us as soon as the purpose of the data processing has been fulfilled and 
there are no legal, official, or contractual retenƟon periods to prevent deleƟon. 

5. Possibility of removal by the data subject 

You can contact us at any Ɵme and object to further processing of your data. In this case, we are 
unfortunately unable to conƟnue communicaƟng with you. All personal data processed by us while 
contacƟng us will be deleted in this case unless the deleƟon is contrary to legal obligaƟons to store 
your data. 

Social Media on Our Website 
We have integrated the social media plaƞorms LinkedIn, Facebook, Instagram, TwiƩer, and YouTube 
via links on our services. If you click on the social media link, the website of the respecƟve social 



media provider is called up, whereby the respecƟve reference data of our website is transmiƩed to 
the respecƟve social media provider. 

1. YouTube Videos 

1. DescripƟon and Scope of Data Processing 

We use YouTube to embed videos. Responsible for data processing jointly with us:  
YouTube LLC, 901 Cherry Avenue, San Bruno, CA 94066, USA, represented by Google LLC., 1600 
Amphitheater Parkway, Mountain View, CA 94043, USA.  
 
Data processing for the European Economic Area and for Switzerland is carried out by: 
Google Ireland Limited, Gordon House, Barrow Street, Dublin 4, Ireland.  

Normally, when you visit some pages of our website with embedded videos, your IP address is sent to 
YouTube, and cookies are installed on your computer. 

However, we have integrated YouTube videos with the extended data protecƟon mode. In this case, 
YouTube sƟll contacts the Google Ad Manager service, which means that personal data is not 
evaluated. As a result, YouTube does not collect any informaƟon about the visitor unless the video is 
viewed. In this case, YouTube collects your IP address and notes that you have viewed the video. If 
you are logged in to YouTube, this informaƟon will also be assigned to your user account. We have no 
knowledge of the possible collecƟon and use of your data by YouTube and have no influence over it. 
For more informaƟon about data protecƟon, we refer to the following data policy from YouTube: 
YouTube Privacy Policy 

2. Legal Basis for Data Processing 

The legal basis for data processing is your consent in accordance with ArƟcle 6 (1) (a) GDPR. 

3. Purpose of Data Processing 

We use social media to make our company beƩer known and to offer you the opportunity to interact 
with social media via our website. 

4. DuraƟon of Data Storage 

The data collected by YouTube (Google) via plug-ins and adverƟsing is deleted aŌer a fixed storage 
period. According to Google, this Ɵme is 9 or 18 months. 

5. Possibility of Removal by the Data Subject 

To prevent data processing by YouTube, you have the opƟon of logging out of YouTube before 
accessing our website and deleƟng all cookies from your browser history. Further seƫngs and 
objecƟons to the use of data for adverƟsing purposes are possible within the YouTube profile seƫngs. 
The seƫngs are plaƞorm-independent, i.e., they are applied to all devices. 

2. LinkedIn Share BuƩon 

1. DescripƟon and Scope of Data Processing 

From various arƟcles, such as case stories and blog posts, it’s possible to click a “buƩon” and share a 
link to that specific arƟcle on the data subject's social media profile. This requires that you either are 
logged in or log in to LinkedIn. This permits LinkedIn to assign your visit to our sites to your user 
account on LinkedIn. 



2. Legal Basis for Data Processing The legal basis for data processing is your consent in 
accordance with ArƟcle 6 (1) (a) GDPR. 

3. Purpose of Data Processing We use social media to make our company beƩer known and 
to offer an opportunity to interact with social media via our website. 

4. DuraƟon of Data Storage The data collected by LinkedIn via plug-ins and adverƟsing is 
deleted aŌer a fixed storage period. Please refer to LinkedIn Cookie Policy to find the actual 
storage Ɵme. 

5. Possibility of Removal by the Data Subject The consent to the processing of personal data 
in the context of LinkedIn can be changed here. For more info on data protecƟon, refer to 
LinkedIn Privacy Policy. 

3. Facebook Share BuƩon 

1. DescripƟon and Scope of Data Processing 

From various arƟcles, such as case stories and blog posts, it’s possible to click a “buƩon” and 
share a link to that specific arƟcle on the data subject's social media profile. This requires that 
you either are logged in or log in to Facebook. This permits Facebook to assign your visit to 
our sites to your user account on Facebook. 

2. Legal Basis for Data Processing 

The legal basis for data processing is your consent in accordance with ArƟcle 6 (1) (a) GDPR. 

3. Purpose of Data Processing 

We use social media to make our company beƩer known and to offer an opportunity to 
interact with social media via our website. 

4. DuraƟon of Data Storage 

The data collected by Facebook via plug-ins and adverƟsing is deleted aŌer a fixed storage 
period. Refer to Facebook Cookie Policy for more details. 

5. Possibility of Removal by the Data Subject 

The consent to the processing of personal data in the context of Facebook can be changed 
here. 

4. TwiƩer Share BuƩon 

1. DescripƟon and Scope of Data Processing 

From various arƟcles, such as case stories and blog posts, it’s possible to click a “buƩon” and 
share a link to that specific arƟcle on the data subject's social media profile. This requires that 
you either are logged in or log in to TwiƩer. This permits TwiƩer to assign your visit to our 
sites to your user account on TwiƩer. 

2. Legal Basis for Data Processing 

The legal basis for data processing is your consent in accordance with ArƟcle 6 (1) (a) GDPR. 

3. Purpose of Data Processing 



We use social media to make our company beƩer known and to offer an opportunity to 
interact with social media via our website. 

4. DuraƟon of Data Storage 

The data collected by TwiƩer via plug-ins and adverƟsing is deleted aŌer a fixed storage 
period. Refer to TwiƩer Cookie Policy for more details. 

5. Possibility of Removal by the Data Subject 

The consent to the processing of personal data in the context of TwiƩer can be changed here: 
hƩps://twiƩer.com/i/flow/login?redirect_aŌer_login=%2Fseƫngs%2Fprivacy_and_safety 

X. Analysis and markeƟng tools 
1. DescripƟon and scope of data processing 

Hotjar 
With Hotjar, it is possible to analyze the usage behavior (clicks, mouse movements, scroll heights, 
etc.) on our website. The informaƟon generated by the tracking code and cookie from your visit to 
our website is transmiƩed to the Hotjar servers in Ireland and stored there. The tracking code collects 
the following informaƟon: 

 The IP address of your device (stored in an anonymous format) 
 Your e-mail address, including your first and last name, if you have made it available via our 

website 
 Screen size of your device 
 Device type and browser informaƟon 
 Geographical point of view (country only) 
 The preferred language to represent our website 
 Referring domain 
 Pages visited 
 Geographical point of view (country only) 
 The preferred language to represent our website 
 Date and Ɵme of access to the website 

Hotjar will use this informaƟon to evaluate your use of our website, to create reports on the use and 
other services in connecƟon with the use of the website and the website. The data processing is 
carried out by:  

Hotjar Ltd. ("Hotjar"), 3 Lyons Range, 20 Bisazza Street, Sliema SLM 1640, Malta, Europe.  
Further informaƟon can be found here: hƩps://www.hotjar.com/legal/policies/privacy 

LinkedIn Ads and Conversion Tracking 
We use the analysis and conversion tracking technology of the LinkedIn plaƞorm to check the 
effecƟveness of our adverƟsing. LinkedIn places a cookie on your computer. The cookie text files 
contain informaƟon about your visits to our website, in parƟcular about the pages you have viewed 
to be able to give specific product recommendaƟons on subsequent visits to our website or the 
websites of third parƟes. The cookie contains an alias randomly assigned by a generator. If you visit 
our or LinkedIn's website again within a certain period, LinkedIn recognizes you by this alias. 



However, this informaƟon cannot be linked to your person. Neither we nor LinkedIn combine this 
informaƟon with your personal data and do not pass on any personal data to third parƟes. The data 
processing is carried out by:  

LinkedIn Ireland, Wilton Plaza, Wilton Place, Dublin 2, Ireland. 
hƩps://www.linkedin.com/legal/privacy-policy 

Facebook Ads 
If you have reached our website through a Facebook ad, Facebook will set a cookie on your system. 
The cookie is used to create and analyze visit staƟsƟcs. For this purpose, the IP address is stored. 
Further data protecƟon informaƟon from Facebook: hƩps://www.facebook.com/about/privacy 

The data processing is carried out by: Facebook, Inc., 1 Hacker Way, Menlo Park, CA 94025, USA. 

Google Ads and Google Conversion Tracking 
If you have reached our website through a Google ad, Google will place a so-called conversion cookie 
on your system. It is used to compile and analyze visit staƟsƟcs. The IP address is processed for this. 
This data is stored in the USA. It is possible that Google also passes this data on to third parƟes. 
AddiƟonal informaƟon about Google Ad Manager can be found at: 
hƩps://www.google.com/policies/technologies/ads/. 

You will also find informaƟon about the opƟons you have so that the informaƟon transmiƩed cannot 
be used by Google Ad Manager. Data processing for the European Economic Area and for Switzerland 
is carried out by: Google Ireland Limited, Gordon House, Barrow Street, Dublin 4, Ireland. About 
further data protecƟon noƟces from Google, reference is made to: 
hƩps://policies.google.com/privacy 

Google Tag Manager 
is a soluƟon with which we can manage so-called website tags via an interface and thus, for example, 
integrate Google AnalyƟcs into our online offer. Google Tag Manager itself, which implements the 
tags, does not process any personal data. You can access the Google Tag Manager usage guidelines 
here: hƩps://markeƟngplaƞorm.google.com/about/analyƟcs/tag-manager/use-policy/ 

Data processing for the European Economic Area and for Switzerland is carried out by: Google Ireland 
Limited, Gordon House, Barrow Street, Dublin 4, Ireland. 

Google Ad Manager 
is used to serve ads when you visit our website. Google Ad Manager uses informaƟon about your 
visits to this and other websites so that adverƟsements can be placed on products and services that 
interest you. If you would like to learn more about these methods or what opƟons you have so that 
this informaƟon cannot be used by Google Ad Manager, click here: 
hƩps://www.google.com/policies/technologies/ads/. The data processing for the European Economic 
Area and for Switzerland is carried out by: Google Ireland Limited, Gordon House, Barrow Street, 
Dublin 4, Ireland. 

Google AnalyƟcs 
sets cookies that enable us to analyze your use of our website. The informaƟon collected by means of 
a cookie is: IP address, Ɵme of access, duraƟon of access. These are transmiƩed to a Google server in 
the USA and stored there. Google may pass on the informaƟon collected to third parƟes if this is 
required by law or if third parƟes process this data on behalf of Google. The Google tracking codes on 
our website use the "_anonymizeIp()" funcƟon, which means that IP addresses are only processed in 
abbreviated form to rule out any possible direct personal connecƟon to you. 



Under hƩps://www.google.com/analyƟcs/terms/ you will find more informaƟon about the terms of 
use of Google AnalyƟcs. Data processing for the European Economic Area and for Switzerland is 
carried out by: Google Ireland Limited, Gordon House, Barrow Street, Dublin 4, Ireland. With regards 
to further data protecƟon informaƟon from Google, reference is made to: 
hƩps://policies.google.com/privacy 

Matomo 
As one of our AnalyƟcs Tools, we use Matomo web analysis soŌware (www.matomo.com), an open-
source soluƟon provided by InnoCraŌ Ltd., 150 Willis St., 6011 Wellington, New Zealand. 

The soluƟon we use is the Matomo Cloud SoluƟon. 

The Matomo technology tracks following user related acƟvity: 

 IP address (captured and stored only in an anonymized form) 
 date and Ɵme of the request 
 Ɵtle(s) of the page(s) accessed 
 URL(s) of the page(s) accessed 
 URL of the previous page 
 screen resoluƟon 
 files clicked on and downloaded 
 clicks on external links 
 click and mouse movements 
 Ɵme it takes the page to load 
 user’s locaƟon: country 
 browser language 
 type and version of browser 
 Searches on the website 

 

2. Legal basis for data processing 

Use is based on your consent in accordance with ArƟcle 6 (1) (a) GDPR 

3. Purpose of data processing 

We process your data from analysis services for the purpose of needs-based and conƟnuous 
opƟmizaƟon of our website. MarkeƟng tools enable us to measure the success of adverƟsing carried 
out on our website. They help us to understand different interests and successes of the adverƟsing 
placed on our site and to increase our level of awareness. 

4. DuraƟon of data retenƟon 

Hotjar 
The cookies Hotjar uses have a different "lifeƟme"; some stay up to 365 days, some stay valid only 
during the current visit. 

LinkedIn Ads and Conversion Tracking, Google Ad Manager, Good TagManager 
The data will be deleted as soon as they are no longer required for our recording purposes. 

Facebook Ads 
One year aŌer seƫng the Facebook cookie, the cookie loses its validity. This means that you can no 



longer be idenƟfied. Within one year, both we and Facebook can use the Facebook cookie to track 
which sub-pages have been accessed. 

Google Ads and Google Conversion Tracking 
30 days aŌer the conversion cookie has been set, the cookie loses its validity so that you can no 
longer be idenƟfied. Within these 30 days, both we and Google can track which subpages have been 
accessed. 

Google AnalyƟcs 
The data collected by Google AnalyƟcs will be deleted 14 months aŌer your visit to our website 

Matomo 
The raw data is deleted automaƟcally aŌer 730 days. 

5. Possibility of removal by the data subject 

The consent given to data processing can be revoked at any Ɵme. You will find all the necessary 
informaƟon under "Your rights". The seƫng of cookies can be prevented at any Ɵme by making the 
appropriate seƫngs in your Internet browser. The cookies that have already been set can also be 
deleted in the seƫngs of the Internet browser. We would like to point out that prevenƟng the seƫng 
of cookies may mean that not all funcƟons are fully available. 

Hotjar 
You can also prevent Hotjar from collecƟng data by clicking on the following link and following the 
instrucƟons there: hƩps://www.hotjar.com/policies/do-not-track/ 

LinkedIn Ads and Conversion Tracking 
You can also prevent the storage and use of data in a LinkedIn cookie by accessing the link 
hƩps://www.linkedin.com/pseƫngs/guest-controls/retargeƟng-opt-out and selecƟng "Decline". If 
you select this opƟon, a new cookie (opt-out cookie) will be set in your browser, informing LinkedIn 
that no data on your browser behavior may be stored. Please note that the seƫng must be made for 
all browsers you use. If all your cookies are deleted in one browser, LinkedIn's opt-out cookie is also 
affected. 

Google services 
The seƫng of cookies can be prevented at any Ɵme by appropriate seƫngs in your Internet browser. 
The cookies already set can also be deleted in the seƫngs of the Internet browser. As a result, not all 
funcƟons may be fully available. You can object to user-related adverƟsing by Google at any Ɵme: 
hƩps://adsseƫngs.google.com/authenƟcated 

Matomo 
You have the opƟon to object to data processing at any Ɵme or, if you have given your consent, to 
revoke it. For this purpose, please use the above contact informaƟon. 

For more informaƟon, please visit Matomo’s Privacy Policy 

Other Third-Party Tools 

1. DescripƟon and scope of data processing 

Cloudflare 
On our website, we use the services of Cloudflare to ensure a secure and error-free use of our 
website. As a CDN ("Content Delivery Network"), Cloudflare ensures the security of this website and 
the opƟmizaƟon of loading Ɵmes. For this purpose, Cloudflare generates log data, which as an 



example includes, the number of page views, IP address, system informaƟon, and informaƟon about 
the pages accessed before and aŌer your visit to our website. With the help of this data, Cloudflare 
searches for aƩack paƩerns, the analysis of which leads to the protecƟon of our website. 

This analysis is usually carried out within a few minutes, so that the security rules of our website can 
be updated immediately. Responsible for data processing is: Cloudflare, Inc. 101 Townsend St, San 
Francisco, CA 94107 USA. 

For more informaƟon, see Cloudflare's Privacy Policy: hƩps://www.cloudflare.com/privacypolicy 

Self-hosted Google Web Fonts 
We use so-called web fonts on the website for the uniform presentaƟon of fonts. When you call up a 
page, your browser loads the required web fonts into your browser cache in order to display texts 
and fonts correctly. We have integrated the web fonts locally on our own website, so that Google has 
no knowledge that our website has been accessed via your IP address. If your browser does not 
support web fonts, a standard font will be used by your computer. 

jQuery libraries via CDN Bootstrap 
Like many other sites on the Internet, this website uses the Javascript library jQuery. We use the CDN 
from Bootstrap, a toolkit from TwiƩer. In order to make our website modern, fast, and clear, we use 
Bootstrap technology by delivering collecƟons of technical instrucƟons (so-called jQuery libraries) to 
your browser. If you have not yet stored a copy of the jQuery libraries in your browser via another 
website, the file will be transmiƩed to you by calling up our website and your IP address will be 
processed through this connecƟon. In this way, the loading speed of our site can be increased and the 
user experience for you can be improved. Otherwise, a new download is no longer necessary in this 
case. Further informaƟon on data protecƟon can be found in the data protecƟon declaraƟon under 
the following link: hƩps://getbootstrap.com 

New Relic 
This website uses New Relic, a web analysis service. The data processing is carried out by: New Relic 
Inc., 101 Second Street, 15th Floor, San Francisco, CA 94105, USA. This service enables staƟsƟcal 
evaluaƟons of the speed of access to our website. Through the plugin, New Relic receives the 
informaƟon that you have accessed the corresponding page of our website. If you are logged in to 
New Relic as a user, New Relic can assign the visit to your account there. If you are not a member of 
New Relic, there is sƟll the possibility that New Relic will find out and store your IP address. Further 
informaƟon can be found here: hƩps://newrelic.com/privacy 

2. Legal basis for data processing 

Cloudflare 
The legal basis is your consent in accordance with ArƟcle 6 (1) (a) GDPR. By implemenƟng Cloudflare, 
we also comply with the principle of integrity and confidenƟality of your data within the meaning of 
ArƟcle 5 (1) (f). 

Google Webfonts 
The legal basis is ArƟcle 6 (1) (f) GDPR. Our legiƟmate interest lies in the visual presentaƟon of the 
website. 

jQuery libraries via CDN Bootstrap 
The legal basis is based on ArƟcle 6 (1)(f) GDPR. It is our legiƟmate interest to ensure the 
effecƟveness of the services we use. 



New Relic 
The purpose of data processing is to monitor and ensure the rapid retrieval of our website. 

3. Purpose of data processing 

Cloudflare 
The purpose corresponds to our legiƟmate interest in the confidenƟality and integrity of our data 
processing as well as in ensuring the full funcƟoning of our website. 

Google web fonts 
The purpose of data processing is to display of fonts on this website in a uniformed way. 

jQuery-Bibliotheken über das CDN Bootstrap 
The legal basis is ArƟcle 6 (1) (f) GDPR. It is our legiƟmate interest to ensure the effecƟveness of the 
services we use. 

New Relic 
The purpose of data processing is to monitor and ensure the rapid retrieval of our website. 

4. DuraƟon of data retenƟon 

Your data will only be stored for as long as this is necessary to fulfill the purpose and there are no 
legal obligaƟons to store your data to prevent deleƟon. 

5. Possibility of removal by the data subject 

Cloudflare 
You can prevent Cloudflare from processing your data by disabling the execuƟon of script code in 
your browser or installing a script blocker, but this may result in our website no longer being 
displayed correctly. 

Google Web Fonts 

You can set your browser so that the fonts are not loaded from Google's servers. If your browser does 
not support Google Fonts or if you prevent access to the Google servers, the text will be displayed in 
the standard font of the system. 

jQuery-Libraries via CDN Bootstrap 
Within the framework of ArƟcle 6 (1)(f) GDPR, you have the opƟon of objecƟng to data processing. If 
you would like to take advantage of this, please contact us. 

New Relic 
You have the possibility to revoke your consent to the data processing at any Ɵme. Please contact our 
data protecƟon officer. If you are a member of New Relic and do not want New Relic to collect 
informaƟon about you on our Sites in order to link it to your member informaƟon held by New Relic, 
you must log out of New Relic before visiƟng our Sites. The seƫng of cookies can be prevented at any 
Ɵme by appropriate seƫngs in your Internet browser. The cookies already set can also be deleted in 
the seƫngs of the Internet browser. We would like to point out that prevenƟng the seƫng of cookies 
may mean that not all funcƟons are fully available. 

Other cookies 



Since www.nƟ-group.com/ is an internaƟonal website, cookies are set across all countries sharing this 
site. A full frequently updated list of all cookies set can be accessed via our Cookie module 
maintained by: 

MarkeƟng Guys 

Maanlander 41a 

3824 MN Amersfoort 

Show all cookies 

Data transfer to third party countries 
To be able to provide our services, we use the support of service providers from the European area as 
well as from third countries. To ensure the protecƟon of your personal data even in the event of data 
transfer to a third country, we conclude special contract processing contracts with each of the 
carefully selected service providers. All service providers we use have sufficient evidence that they 
ensure data security through appropriate technical and organizaƟonal measures. Our service 
providers from third countries are either located in countries that have an adequate level of data 
protecƟon recognized by the EU Commission (ArƟcle 45 GDPR) or have provided for appropriate 
guarantees (ArƟcle 46 GDPR). 

Adequate level of protecƟon: 

The provider comes from a country whose adequate level of data protecƟon has been recognized by 
the EU Commission. For more informaƟon, please visit hƩps://ec.europa.eu/info/law/law-topic/data-
protecƟon/internaƟonal-dimension-data-protecƟon/adequacy-decisions_en 

EU Standard Contractual Clauses: 

Our provider has submiƩed to the EU standard contractual clauses to ensure a secure data transfer. 
Further informaƟon can be found at: hƩps://eur-
lex.europa.eu/LexUriServ/LexUriServ.do?uri=OJ:L:2010:039:0005:0018:EN:PDF 

Binding Corporate Rules: 

ArƟcle 47 of the GDPR provides for the possibility of ensuring data protecƟon when transferring data 
to a third country by means of binding internal data protecƟon regulaƟons. These are checked and 
approved by the competent supervisory authoriƟes as part of the consistency procedure in 
accordance with Art. 63 GDPR. 

Consent: 

In addiƟon, a data transfer to a third country without an adequate level of protecƟon will only take 
place if you have given us your consent in accordance with ArƟcle 49 (1) (a) GDPR or if another 
excepƟon according to ArƟcle 49 GDPR is relevant for the data transfer. 

Your rights 

You have the following rights with regards to the personal data concerning you: 

1. Right to revoke consent (ArƟcle 7 GDPR) 



If you have given your consent to the processing of your data, you can revoke it at any Ɵme. Such 
a revocaƟon affects the permissibility of the processing of your personal data for the future aŌer 
you have expressed it to us. It can be done (by telephone) or in wriƟng by post or e-mail to us. 

2. Request access (ArƟcle 15, GDPR) 

You can at any Ɵme request access to your personal data (commonly known as a “data subject 
access request”) 

3. Request correcƟon (ArƟcle 16), GDPR 

You have the right to recƟfy the personal data that we hold about you. We want to make sure 
that your personal data is accurate and up to date. You may ask us to correct or remove 
informaƟon you think is inaccurate. 

4. Request erasure (ArƟcle 17, GDPR) 

You have the right to request erasure of your personal data. In some circumstances, you can ask 
us to delete your data. Note, however, that we may not always be able to comply with your 
erasure request, and if that is the case, we will noƟfy you of the specific legal reasons for our 
inability to comply at the Ɵme of your request. 

5. Right to restricƟon of processing (ArƟcle 18, GDPR) 

In certain circumstances, you have the right to request the restricƟon of the processing of your 
personal data. If you are enƟtled to restrict the processing, we may only process personal data – 
with excepƟon of storage – with your consent, or for the establishment, exercise, or defense of 
legal claims, or for the protecƟon of the rights of another natural or legal person, or for reasons 
of important public interest. 

6. The right to recƟficaƟon (ArƟcle 19, GDPR) 

If you have asserted your right to recƟficaƟon, erasure, or restricƟon of data processing against 
us, we are obliged to inform all recipients of your personal data of the correcƟon, deleƟon, or 
restricƟon of data processing. This applies only to the extent that this noƟficaƟon does not prove 
impossible or would be associated with a disproporƟonate effort. You have the right to know 
which recipients have received your data. 

7. Right to data portability (ArƟcle 20, GDPR) 

You have the right to receive your personal data from us in a structured, commonly used, and 
machine-readable format, and you have the right to transmit this data to another controller 
without hindrance. 

When exercising your right to data portability, you have the right to have the personal data 
transmiƩed directly by us to another controller, where technically feasible. The right to data 
portability does not apply to the processing of personal data that is required to perform a task 
that is in the public interest or in the exercise of official authority that has been delegated to us. 

8. Right to object to processing (ArƟcle 21, GDPR) 

If we base the processing of your personal data on our legiƟmate interest (in accordance with 
ArƟcle 6 (1) (f), GDPR), you can object to the processing. The same applies if we base the data 
processing on ArƟcle 6 (1) (e), GDPR. When exercising such an objecƟon, we ask you to explain 
the reasons why we should not process your personal data as we have done. In the event of your 



jusƟfied objecƟon, we will examine the situaƟon and will either disconƟnue or adapt the data 
processing or show you our compelling reasons to process your informaƟon. 

Complaints 
If you wish to complain about the processing of your personal data, please contact NTI according to 
secƟon 1. 

If you wish to complain about the processing of your personal data, please contact NTI according to 
secƟon 1. 

You may also file a complaint to the naƟonal supervisory authority. The naƟonal supervisory authority 
responsible for NTI CAD & Company is Autoriteit Persoonsgegevens, (The Dutch Data ProtecƟon 
Agency), The Netherlands. You can find the official website here: 
hƩps://www.autoriteitpersoonsgegevens.nl/ 

Further, you can access a complete list of European supervisory authoriƟes here. 

How to exercise these rights and the right to make changes 

To exercise these rights, please contact us using the contact details provided. We reserve the right to 
change this data protecƟon declaraƟon in compliance with the statutory provisions. 

Changes to this Data Privacy Policy 
NTI CAD & Company reserves the right to update or change this Data Privacy Policy at any Ɵme, and 
you should visit this site 

 

 


